DII COE Multimedia/Collaboration Services Technical Working Group (MCTWG) 
Meeting Minutes
Friday, May 12, 2000

Attendees:

The DII COE Multimedia and Collaboration Services Technical Working Group (MCTWG) met from 1:00PM - 5:00PM via multi-point VTC and teleconference in Reston and Fort Monmoth.  Bob Thuleen joined by conference call from San Diego.   The following individuals were in attendance (in no specific order): 

Name
Organization (representing)
Telephone
E-mail Address

Michael Krutsch
MITRE (Acting Chair)
757-825-8510
michael@mitre.org

David Leight
USG
301-688-9950
davem@ncsc.mil

Barry Levine
DISA/CFITS
703-735-3313
Levineb@ncr.disa.mil

John Warnen
MITRE
703 883 6834
warnen@pesystems.com

Jo Ann Murphy
USG
703-613-8739
murphyjoan@aol.com

Dave Zivich
PESystems Inc
703-613-8790
Davez@pesystems.com

Gaylynne Mitchell
GD
703-284-9064
Gaylynne.mitchell@infoworkspace.com

Kim Love
LMMS
703-293-5706
Kim.l.love@lmco.com

Scott Thomas
Trident Systems
703-465-7747
Scott@tridsys.com

James Turnage
DISA
703-284-7032
Turnagej@ncr.disa.mil

Pete Firey
MITRE
703-883-7423
Pfirey@mitre.org

Jim Sauer
SAIC
703 465-7747
sauerj@saic.com
james.b.sauer@saic.com

Sam Herod
USG
703-874-8267
Samueph@odci.gov

Paul Costello




Klaus Rittenbach
DISA



Peter Johnson




Vincent Mosera
MITRE



Meeting Summary: 

1. Review of Collaboration Interoperability Workshop.  The meeting started with a review of the MCTWG sponsored interoperability workshop.  Klaus Rittenbach indicated that he thought the workshop went well, there was good participation from the vendors and a large turnout from the community.  He indicated that he hadn’t seen a review or a conclusion from the workshop.  Michael Krutsch has minutes from the workshop, and those minutes will contain a set of concluding themes for each of the topic areas.

There was general consensus that the session on white boarding intermingled white boarding and application sharing.  There was also consensus that we should provide a differentiation for the vendors between the expected capabilities of: simple white boards (e.g., a sandbox and a stick for simple sketching); more sophisticated white boarding  (e.g. still images, annotation and attribution, T.126-like capabilities) and full application sharing (the T.128 domain).

The audio and video session did not cover aspects of security, scalability, reliability, and QOS; issues that should be addressed in future discussions.  The Lotus representative discussed Session Initiation Protocol; this protocol and its implementation will cause divergence in the audio and video tool world from the current H.323 baseline of tools.  This may be a topic for a future workshop.

There was discussion of making the workshop an annual event, coincident with the collaboration conference.  Michael asked for suggestions for improvement in case the MCTWG was to sponsor another interoperability workshop.  The predominant theme was to focus in deeper on a specific interoperability problem or two and provide a very detailed scenario highlighting the interoperability problem.  The MCTWG should identify this problem 6 months in advance of the workshop.  The problem and the detailed scenario should be provided to the vendors 3 months prior to the workshop with the expectation that the vendors will be able to propose well thought out solutions on paper for presentation at the conference.  An example of this might be to show two different communities that use different collaboration products where those products use exactly the same audio tool.  Have the vendors identify how a user from System A would find a user in System B, set up and have an audio conversation.

There was discussion about having the government join the IMTC (which has a $25k/year membership fee) so that the government could have access to the results of the interoperability testing that is done by the IMTC.  No follow-up action was assigned.  There was also a question of a Joint CONOPS for Collaboration and whether this was the responsibility of the MCTWG.  A Joint CONOPS is not the responsibility of the MCTWG, and belongs more in the realm of the operational community.  Joe Jennings will take this issue to the successor to the Collaboration Tools Tiger Team, the newly forming sub panel of the MCEB. 

2. Review of the JTA Profile.  Mark Maybury provided an updated slide to use as the JTA profile.  The slide was distributed prior to the meeting and was discussed at the meeting.  Klaus provided some comments prior to the meeting which were incorporated; other recommendations are listed.   Sam Herod indicated that standard for directory services is X.500 and should be included on the slide.  There was discussion about how LDAP is an emerging apparent replacement for X.500; most organizations are not actually fielding X.500 but are using LDAP as a replacement for full directory services in addition to a directory access method.  X.500 should be included with its status reflected.  Pete Firey noted that SIP is indicated on the slide in its RFC form as part of audio and video standards but should also be included in the session management portion.

Jo Ann Murphy identified a need for security and encryption standards; they can be found in the H.32X standards.  It was decided to include them, but also work with the Security TWG since this area crosses TWG boundaries.  She also indicated a need for adding wireless device standards since these devices will soon find their way into the collaboration area.  Michael brought up a question that he received from the Joint Applications of Speech Technology (JAST) program.  They perceive a potential future problem with system resources, in particular the platform audio device.  They propose that there should be specific guidelines (the DII COE I&RTS is probably the right place) for use of the audio device as a scarce system resource in much the same way that there are guidelines for network sockets.  Michael will work this issue with the Chief Engineer’s office.

3. Joe Jennings brought a question to the working group from the collaboration tools tiger team (Col. Crofton).  The question is: if the community cannot use Active X components, can the community still do collaboration.  The question stems from an upcoming report, which investigates mobile code usage throughout the DOD.  The report cites three levels of risk, I, II, and III.  Level I is the highest risk and is allowed only for enclaves.  Active X falls into this risk category.  It was the consensus of the group that Active X affects Microsoft components; but many vendors have Microsoft components embedded in their products.  The short answer is that collaboration is still possible without Active X, but allowing the use of Active X components makes collaboration easier in some cases.  Michael took an action to draft a query that could be sent to the vendors asking them about their use of Active X and more generally about mobile code.

Level II, less risk than Level I, has Java Applets and Java Script associated with it.  These components can be used in broader contexts than Level I risk components.  The apparent difference is that Applets can be signed, but there was much discussion about what this really meant and how much trust could be associated with the signature.  Joe Jennings agreed to provide the draft policy and associated material so members of the group cold become educated on the issues and policy recommendations.  Level IIII risk components are identified as components without executable code embedded in them (low risk). 

Next Meeting: 

· The next meeting will be on Friday, 9 June from 1:00 to 5:00 PM. At this meeting, we will assess the outcome of the interoperability workshop. 


MCTWG Mailing List: 

The MCTWG now has 3 mailing lists for members of the general population, government personnel, and MITRE: mctwg-other@linus.mitre.org, mctwg-gov@linus.mitre.org and mctwg-mitre@linus.mitre.org.  To send email to members of all lists, send email to mctwg@linus.mitre.org. 

Subscribing to MCTWG mailing list 

To subscribe the DII COE MCTWG mailing list, send email to majordomo@linus.mitre.org and enter the subscribe command, followed by the name of the appropriate mailing list, followed by your email address, followed by the end command, in the body of the email message. Below are examples of how one would subscribe to the mctwg-other, mctwg-gov, and mctwg-mitre mailing lists. 

subscribe mctwg-other myName@myServer.com (.net, .org)
end 

or

subscribe mctwg-gov myName@myServer.gov (.mil)
end 

or 

subscribe mctwg-mitre myName@mitre.org

end 

Unsubscribing from MCTWG mailing list 

To unsubscribe from the DII COE MCTWG mailing list, send email to majordomo@linus.mitre.org and enter the unsubscribe command, followed by the name of the appropriate mailing list, followed by your email address, followed by the end command, in the body of the email message. Below are examples of how one would unsubscribe from the mctwg-other, mctwg-gov, and mctwg-mitre mailing lists. 

unsubscribe mctwg-gov myName@myServer.com (.net, .org)
end 

or 

unsubscribe mctwg-gov myName@myServer.gov (.mil)
end 

or 

unsubscribe mctwg-mitre myName@mitre.org 
end 


Minutes prepared by Mark Maybury.
Public Web Posting







