Standards Compliance (Level 1)
Standards Compliance (Level 1)

This document records a preliminary assessment of the DII COE compliance of the TAO, ACE, and PACE software that Washington University will deliver to the DII COE as a COE component. The following table summarizes the specific extended toolkits that Washington University intends to deliver and provides a mapping to the four component classes for which the assessment was conducted: UNIX toolkit (Solaris, LynxOS), NT toolkit, Solaris segment, NT Segment. Although there is no firm plan to deliver any of this software as segments at this time, an assessment of the compliance level that could potentially be obtained if packaged as segments is also included, where relevant.

Comments have been inserted into the response matrix to identify any instances in which a response does not apply uniformly among the relevant classes of DII COE compliant component. These comments deal with the exceptions on a case-by-case basis.

Component Name
UNIX extended toolkit

NT extended toolkit
Solaris segment
NT segment

TAO Name Service
X
X
?
?

TAO RT Event Service
X
X
?
?

TAO ORB Library Extended Toolkit
X
X



ACE Library Extended Toolkit
X
X



PACE Library Extended Toolkit
X
X



B-1. Standards Compliance (Level 1)

Lynx, Solaris Toolkit
NT Toolkit
Solaris Segment
NT Segment
#
Operating System Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-1 
The operating system can be configured to support TCP/IP protocols.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-2 
The operating system can be configured to support UDP protocols

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-3 
The operating system can be configured to support SLIP and/or PPP.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-4 
Custom device drivers added to support program-unique requirements, if any, do not interfere with native capabilities of the operating system nor do they cause a violation of other mandated standards for the operating system or network.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-5 
(UNIX) The operating system and associated software conform to the following standards from the JTA XE "JTA" :
(a) ISO 9445-1:1996, Information Technology - Portable Operating System Interface for Computer Environment (POSIX) - Part 1: System Application Program Interface (API) [C Language], as profiled by FIPS 151-2:1994.
(b) IEEE 1003.1g:1996 Draft, POSIX - Part 1: System Application Program Interface (API) Amendment 2: Protocol Independent Interfaces (Sockets) [C Language].

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-5a
(RT) The RTOS shall provide, as a minimum, all of the capability associated with profile PSE51 (Minimum Realtime System Profile) as defined in IEEE 1003.13, POSIX Realtime Application Support (AEP).

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-6 
(NT) The operating system and associated software conform to the following standard from the JTA: Win32 APIs, Window Management and Graphics Device Interface, Volume 1 Microsoft Win32 Programmers Reference Manual, 1993 or later, Microsoft Press.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-7 
(NT) The operating system is one of the following commercially licensed versions of Windows NT, as used by the COE, or higher, or a licensed version of NT that has been validated through the Kernel Platform Compliance program:  (a) Windows NT Workstation, (b) Windows NT Server, or (c) Windows NT Server, Enterprise Edition.






Network Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-8 
The application, if required, uses only those TCP/IP interfaces packaged with the operating system vendor.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-9 
The application, if required, uses only those UDP or point-to-point interfaces packaged with the operating system vendor.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-10 
The application, if required, uses only those SLIP or PPP interfaces packaged with the operating system vendor.






GUI Environment

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-11 
The application complies with the style of the native GUI (e.g., Motif for UNIX, Windows for NT). (See GUI compliance requirements in the User Interface Specifications for the DII XE "User Interface Specification" .)

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
1-12 
(UNIX) The windowing environment conforms to the following standard from the JTA XE "JTA" : ISO 9945-2: 1993, Information Technology - Portable Operating System Interface for Computer Environments (POSIX) - Part 2: Shell and Utilities as profiled by FIPS PUB 189:1994.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-13 
(UNIX) The windowing environment conforms to the following standard from the JTA XE "JTA" : FIPS Pub 158-1:1993, User Interface Component of the Application Portability Profile X-Windows Version 11, Release 6.






Database Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
1-14 
If an RDBMS is used, it supports FIPS-127-2 SQL queries.

B-2. Network Compliance (Level 2)

Lynx, Solaris Toolkit
NT Toolkit
Solaris Segment
NT Segment
#
Security Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-1 
(UNIX) The application is able to operate correctly with the operating system security modules enabled (BSM for Solaris, C2 enabled for HP, etc.) and under the constraints imposed by the UNIX Configuration Guidance for the DII COE. Exceptions have been brought to the Chief Engineer for resolution. Waivers, if any, have been documented accordingly.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-2 
(NT) The application can perform under the constraints imposed by the DII COE Secure Windows NT Installation and Configuration Guide. Exceptions have been brought to the Chief Engineer for resolution. Waivers, if any, have been documented accordingly.






Operating System Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-3 
 (UNIX) The operating system can be configured to support NFS servers and clients.

[Deletion already under consideration by DISA]. 

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-4 
(UNIX) The operating system can be configured to support DNS/NIS+. (Note: The requirement is that the operating system be capable of supporting centralized management of key resources such as hostnames, user accounts, etc. NIS+ is not a specific requirement because not all vendors support it.)

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-5 
(NT) Windows NT is configured to use the NTFS file system for files stored on hard disks. (Note: NT uses the FAT file system for floppy diskettes and CDFS for CD-ROMs. Such usage is generally transparent to applications. However, NTFS is required on the hard disks for security reasons.)






Network Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-6 
The operating system supports sockets. For Unix, this includes supporting Berkeley sockets. For NT, this includes supporting Winsock 2.0.

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
2-7 
The application is able to operate properly in an environment where other applications are performing UDP broadcasts.

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
2-8 
The application does not require any particular hostname conventions nor does it need reserved IP addresses.

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
2-9 
The ability of the application to execute correctly is independent of the type of network address space implemented for the LAN (e.g., Class B or Class C) connected to the platform.

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
2-10 
(UNIX) The application can operate in a DNS/NIS+ environment. (Note: The requirement is that the application be able to operate correctly when the features supported by the operating system for centralized management of key resources are enabled.)

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-11 
(NT) The application can operate correctly in an environment that includes Microsoft domains and workgroups.






GUI Environment

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
2-12 
(UNIX) If the application is an X Windows application, it is compatible with the X server supplied by the COE.






Database Services

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
2-13 
Database updates operate correctly with DBMS security audits enabled.

T
F
N/A
T
F
N/A
T
F
N/a
T
F
N/A
2-14 
The database is recoverable and gracefully handles DBMS server, network, and client application failures. This includes both hardware and software failures.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
2-15 
RDBMS products used implement strict two-phase locking XE "two-phase locking"  for database transactions.

B-3. Platform Compliance (Level 3)

Lynx, Solaris Toolkit
NT Toolkit
Solaris Segment
NT Segment
#
Operating System Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-1 
If extensions to the operating system as configured for the COE are required, all such extensions have been identified, documented, and approved by the cognizant Chief Engineer. This includes the configuration of all operating system resources including: (a) for UNIX, the amount of shared memory required, the number of semaphores, the message queue size, etc. (b) for NT, registry entries used to configure the operating system and core components.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-2 
The operating system configuration required by the application does not decrease or conflict with any system resources (shared memory allocated, number of semaphores allowed, message queue size, etc.) as already configured for the COE. The application may increase system resource configurations, but not decrease them.  [Note:  If the operating system is being configured using DII COE tools, this criteria will generally be NA when a system is configured in an integration environment vice runtime environment.]

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-3 
The application does not use hardcoded port assignments and is not sensitive to specific ports other than well-known port assignments (e.g., ftp, ping, and ports less than 1024). If the application uses network services, including standard services such as ftp and ping as well as its own private services, it retrieves the standard service port number(s) by service name.



T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-3a
3-3a  [new requirement relating to existing 3-3]  For components intended for a real-time platform, any assumptions, requirements, or constraints regarding scheduling policy, priority level of schedulable entities (threads, processes, etc.), and use of shared resources should be identified, documented, and approved by the chief engineer.  As a minimum, the scheduling policy and initial priority settings in the as-delivered software must be identified, documented and approved.

Note 1: A system integrator may decide that a specific CORBA service should be initiated at boot time in a DII COE runtime environment.  Boot time startup for these services can be accomplished by creating a mission application segment that runs as a boot process to initialize the desired CORBA service in the specific configuration required for the target system.

Note 2: In general, RT applications that use an ORB must be executed in an RT priority class to take advantage of ORB RT features that depend on RT support from the OS.

Note 3: In general, RT applications that use one or more CORBA services must be started after the CORBA services on which they depend.  These startup dependencies must be documented for each mission application.

Process Name

Priority

Startup dependencies?

Boot process?

Naming Service

TAO_Naming_Service

None required, application dependent

Start before other services and  CORBA apps

Not required but may be desirable, see Note 1

Event Service

TAO_Event_Service

On Solaris, should be in RT class.  No specific requirements on LynxOS. (Dispatch thread priorities are configurable.)

Start after Naming Service and before CORBA apps that use it

Not required but may be desirable, see Note 1

TAO RT ORB

library

None (libraries are linked into application processes)

N/A, see Note 2

N/A, see Note 3

N/A

ACE library

None (libraries are linked into application processes)

N/A, see Note 2

N/A, see Note 3

N/A

PACE library

None (libraries are linked into application processes)

N/A, see Note 2

N/A, see Note 3

N/A








Network Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-4 
If the application uses ftp, it can operate in an environment where only anonymous ftp is available.






GUI Environment

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-5 
(UNIX) The application does not make direct calls to X libraries that conflict with applications that use Motif libraries to access lower level X functions. For example, the application does not use lower-level X library functions to establish window border style or colors that either conflict with or override settings established by Motif.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-6 
(UNIX) The application does not alter any files in the vendor-supplied X or Motif directories (e.g., modify rgb.txt or Xdefaults) unless approved by the DII COE Chief Engineer. Approval by the DII COE Chief Engineer is required because of the potential effect of the application on other segments running on the same platform.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-7 
(UNIX) The application uses the same X server version that is supplied by the COE.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-8 
(UNIX) The application uses either the same version of Motif as provided by the COE or does a static link to Motif libraries so that it does not conflict with other COE-based segments.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-9 
(NT) Unless a COTS application, the application uses only Win32 APIs to access Windows routines.






Database Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-10 
The application does not modify the user’s DBMS environment that is established by the DBMS COE-component segment.






COTS Products

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-11 
The software runs in a well-behaved manner in an environment that includes DII COE approved COTS products and segments, as specified in the DII COE Buildlist Worksheet (available on the DISA DII COE website, CM subpage) for the COE version being used.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-12 
Configuration changes made to COTS products, if any, do not render inoperable any features normally available with the COTS product. All configuration changes shall be backward compatible.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-13 
The application does not require any source code modifications to COTS products, except as approved by the DII COE Chief Engineer.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-14 
(NT) If the application is a COTS product that uses 16-bit APIs, there is no 32-bit alternative.






Runtime Environment

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-15 
The application does not alter any files outside its own directory in such a way that it conflicts with any other COE-based segment.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-16 
The application can operate on a COE-configured platform without altering the location or version of any system software.






Miscellaneous

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
3-17 
(NT) At a minimum, the application supports 16x16, 32x32, and 64x64 icons.

B-4. Bootstrap Compliance (Level 4)

Lynx, Solaris Toolkit
NT Toolkit
Solaris Segment
NT Segment
#
Security Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-1 
If the application is a collection of subcomponents with different security levels, the security level of the application is given as the highest security level for any component within the application.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-2 
Documentation is submitted with the segment that clearly identifies releasability restrictions.






Standards Compliance

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-3 
All software and data are packaged as segments through either the full or abbreviated segmentation process or packaged as extended toolkits.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-4 
Whether full or abbreviated segmentation is used, the segment or extended toolkit uses a configured COE kernel provided by the COE, or all extensions required are documented and handled by the segment or extended toolkit in such a way that it does not interfere with other segments (or extended toolkits). For example, the segment or extended toolkit does not destructively overwrite community files XE "community files"  because other segments (or extended toolkits) may also need to make alterations to the community file during their own installation.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-5 
For full segmentation segments, the segment can be installed and removed completely through the COE installation tools. (Note that modifications made by the installation tools for the COEServices XE "COEServices"  descriptor will not necessarily be reversed during segment removal, as per design. This requirement does stipulate, however, that segment developers shall reverse modifications that were made directly through Community XE "Community" , PostInstall XE "PostInstall" , or PreInstall XE "PreInstall"  descriptors.) If the segment is a “permanent” segment (i.e., it has no DEINSTALL XE "DEINSTALL"  file. See the Runtime Environment chapter) and is not a candidate for removal, the segment has been tested to ensure that upgrades successfully preserve data files that must be retained during upgrades. 

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-5a
4-5a  [This is a new criterion, not related to 4.5]  The segment or extended toolkit accesses operating system services by using POSIX-conformant APIs provided on the DII COE Kernel Platform.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-6 
For abbreviated segmentation segments, the segment descriptor files can be installed and completely removed through the COE installation tools while the segment itself can be completely removed using the vendor-provided installation/deinstallation functions. If the segment is a “permanent” segment XE "DEINSTALL"  and is not a candidate for removal, the segment has been tested to ensure that upgrades successfully preserve data files that must be retained during upgrades.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-7 
For abbreviated segmentation segments, the cognizant Chief Engineer has granted prior approval to do abbreviated segmentation and has approved the installation methodology and sequencing

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-8 
(NT) The segment does not modify the root-level AUTOEXEC.BAT XE "AUTOEXEC.BAT" , CONFIG.SYS XE "CONFIG.SYS" , AUTOEXEC.NT XE "AUTOEXEC.NT" , or CONFIG.NT XE "CONFIG.NT"  files.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-9 
(NT) The segment does not modify WIN.INI XE ".INI" 

 XE "WIN.INI"  and SYSTEM.INI XE "SYSTEM.INI" . The segment may freely modify its own local .INI files, if it has any.






Database Services

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-10 
The segment does not modify the core, public, or system database storage areas (e.g., create rollbacks in Oracle System tablespace).






COTS Products

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-11 
The segment or extended toolkit uses the same COTS version as those specified by the applicable DII COE Buildlist Worksheet (available on the DISA DII COE website, CM subpage) for any COTS product it uses that may also reside on the platform.






Runtime Environment

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-12 
Runtime extensions to the COE required by the segment or extended toolkit have been identified and documented.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-13 
The segment or extended toolkit uses the same global runtime environment configuration as provided by the COE or as configured by a DII COE-approved process.  Extensions to the global environment, if any, are made through applicable segment descriptors or Win32 APIs (for NT). Exceptions have been brought to the Chief Engineer for resolution. Waivers, if any, have been documented accordingly.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-14 
The segment uses the same versions, configurations, patches, and file locations as provided by the COE for all components of the COE kernel.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-15 
The segment or extended toolkit uses the DII COE directory layout or a migration plan to achieve proper directory layout has been prepared.

T
F
N/A
T
F
N/A
T
F
N/A
T
F
N/A
4-16 
(NT) The segment is able to handle UNC and long filenames/directory names.







�  Software will be delivered for both LynxOS 3.1/PowerPC and Solaris 7/SPARC platforms unless otherwise noted. 
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