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ACCESS APPROVAL DOCUMENT (AAD)

- Must Be Completed For Cryptographic Transmission -

Revised:  16 January 2004

	Date
	     
	

	Site ID*
	     

	Installation
	     

	Location/Room #
	     

	Bldg./Street
	     

	City
	     
	State
	     

	Country
	     


This document must be completed prior to your facility being able to conduct classified videoconferences.  Not answering any of the following questions may prevent or delay your site from conducting classified videoconferences.

	Organization DMS Address
	     

	COMSEC DMS Address
	     

	COMSEC Account #
	     
	

	CRYPTO Type:
	
KIV-7/HS  FORMCHECKBOX 

Electronic Key  FORMCHECKBOX 

Traditional Key  FORMCHECKBOX 
 


KG-194  FORMCHECKBOX 

KIV-19  FORMCHECKBOX 
 
Tactical?  Yes  FORMCHECKBOX 
   No  FORMCHECKBOX 


	Defense Courier Service (DCS) 

2 line address
	     

	
	     

	COMSEC Custodian Name
	     

	Phone #
	     
	Email
	     

	Secure FAX #
	     
	SIPRMail
	     

	1.   Provide DISA GS213 a signed copy of the Authority to Operate (ATO) either interim or final, a site diagram and this completed AAD.

	2.   Classification Level (Mark all that apply):


	
Unclassified  FORMCHECKBOX 

US Secret  FORMCHECKBOX 

US Top Secret  FORMCHECKBOX 


Allied Secret  FORMCHECKBOX 

Allied Top Secret  FORMCHECKBOX 

Canada  FORMCHECKBOX 


	VTC Facilitator Name
	     

	Phone #
	     
	Email
	     

	Designated Approval Authority (DAA):

	Title
	     
	Grade
	     

	Phone #
	     
	Email
	     

	Name
	     

	Signature
	
	Date
	     

	I (DAA) certify the VTC facility listed above is authorized to operate at the requested classification level.  “We acknowledge and consent to DISA conducting an initial vulnerability assessment and periodic unannounced vulnerability assessments on the connected host systems to determine the security features in place to protect against unauthorized access or attack.”

	* This must be filled in.  If you currently have a site ID, enter it here.   Overall questions that pertain to completing the AAD form can be directed to HQ DISA (DSN 312-381-3248, Com 703-882-3248).   Questions related to establishing a new Site ID can be directed to DISN Video Services (DSN 312-761-1376, Com 703-681-1376).
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Designated Approval Authority:

The Designated Approval Authority (DAA) is the Command sponsored local element / entity assigned the responsibility of determining, based on the risks, if a videoconferencing system, network, or information management system can be operated in a classified mode.  

You are requested to maintain this document at your site.  DISN Video Services (GS213) and authorized representative (EU52 for Europe, PC52 for PAC), must have a signed copy prior to service activation and crypto key distribution.

POC this action is:

For CONUS:  
DISN Video Services Division (GS213), COM (703) 882-3248, DSN 381-3248

For Europe:
DISA EUR (EU52), COM 011-49-711-68639-5840/5260, DSN 314-434-5955/5260

For PAC: 
DISA PAC (PC52), VTC OPS, COM 808-656-0196, DSN 315-456-0196
Fax AAD, ATO and Site drawing to:

** For CONUS/OCONUS:  
DISN Video Services Division (GS213)




          
5275 Leesburg Pike

 



Falls Church, Virginia 22041-3801





Fax (DSN) 312-381-3249





(Com) 703-882-3249

For EUROPE:

DISA Europe/ Attn: EU52



 

Unit 30403



 

APO AE 09131





 Fax (DSN) 314-434-5312





(Com) 011-49-711-68639-5312

For PAC:  

DISA PAC – Attn: PC54, VTCOPS


     


Bldg 107


     


745 Wright Avenue


     


Wheeler AAF, Hawaii 96854-5120

Fax (DSN) 315-456-3838

(Com) 808-656-3838

** AAD is faxed to GS213 for all areas CONUS/OCONUS
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